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automation platform G

@ >50% cost savings - No more consulting
projects paid by the hour

@ TUV and ISACA certified experts
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SECJUR makes obtaining and maintaining Leading companies build their
compliance standards easier, quicker and compliance operations with SECJUR.

cheaper...

...because we believe in a world where

businesses are always compliant, but

. . YIUNZX = - - And many
never have to think about compliance. G TRAFFIC ¢ LEDDERSEN @

GRUPPE
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The GDPR protects European consumers...

GDPR fines since 2018 Implications for businesses
1.04 Mrd. €
€ 1.400.000.000
* The likeliness of receiving a fine is growing rapidly year by year
€ 1.200.000.000
* With growing confidence of data protection authorities, the average fine is
€ 1.000.000.000 olo ; ;
AN increasing
NG
€ 800.000.000 . . .
* The average GDPR fine in Germany is €1,2 Mio.
€ 600.000.000
€ 400.000.000
172 Mio. €
€ 200.000.000 .
440tsd. € 22Mio. € .
€ o —

2018 2019 2020 2021
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... and has many benefits for compliant companies...
Increase Trust and Credibility Better Data and Processes Cyber Crime Prevention
Prevents reputational damage e Greater understanding and » Prevents data breaches
appreciation of your business data |
Builds a competitive edge § e Minimizes claims for damages from DSGVO
» Often triggers consolidation of 3 breaches
Happy employees - their data is data platforms
protected too i | e Saves forensics & IT costs after successful
: e Uncover flow of data through your hacks
Increases trust in your company g organization as basis for process
' improvements | e Prevents loss of revenue due to interruption of

business operations through cyber crime

95% of consumers say they worry about 83 % of organizations agreed that privacy € 900k average cost per data breach in
the way organizations use their data. investments enabled operational agility or Germany.
efficiency. !



<> SECIUR

... but becoming GDPR compliant is time consuming.

Appointment of a Data Protection
Officer (DPO)

Data privacy statement Consent Management

Visible for customers A 20%

Underneath the surface ¢ 80%

Record of Processing Activities (ROPA)

Data transfer to non-EU countries
Loschkonzepte

Data breach documentation

Legitimate interests

Data protection impact assessments
Data processing agreement (DPA)

Evidence and documentation obligations

Technical and organizational measures (TOMs) Joint Controllership Agreement

75 hrs. is the average effort needed to reach initial GDPR compliance as a SMB in Germany.
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Ready to become GDPR compliant?
SECJUR gets you there, comfortably. With SECJUR

External costs Your effort
50 employees Medium complexity business

Gap Audit

2.500 €

Implementation

Records of Processing Activity (RoPA) 3.750 €

15 Std.

Technical & Organizational Measures (TOMS) Usually not in scope for law firms e

Upload and review of contracts
2.500 € 3 Std.

Other (e.g. data privacy statement, cookie banner, etc.) S 500 € .

67% Automate the most time- 57% No hourly payment for consultants or effort 43 Std. | 14 Std. © 57%

consuming tasks
faster cheaper

attorneys

costs 11.250 € | 4.788 € © 67%

All data is based on comparisons between average projects with data protection law firms and projects carried out with the SECJUR automation platform (package: SECJUR Standard)



Our data privacy expertise for you.

Daniel Losch
Product Owner - Privacy

— Legal Expert

— LL.M. Legal Tech

— DEKRA expert for data protection

— Certified Scrum Product Owner (CSPO)

— 3+ years in data privacy consulting

<> SECIUR

>20

Data protection experts from law
and information security

68

Industries covered via
specific expertise
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About SECJUR: Digital Compliance for Europe.

2018 /0 5 €5,5 Mio.

founded employees offices Seed financing (2022)

Management Team

(von links nach rechts)

Niklas Hanitsch (Founder & CIO)
Manuel Stahl (Founder & CRO)
Simon Pentzien (Founder & CPO)
Sven Moritz (Founder & CEO)

Microsoft

v .
For Startups LegalTegrity Go gle for Startu PS TaylorWessing
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More about your digital GDPR compliance?
Let's talk.

Marcel Michaelis

Compliance Analyst
+49 40 239 694 958
marcel.michaelis@secjur.com

Book a meeting



https://meetings-eu1.hubspot.com/marcel-michaelis

<

SECIJUR

For a world where companies are always compliant, but never
have to think about compliance.

www.secjur.com
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